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MEET  &  MATCH

FRENCH DELEGATION
CYBER SECURITY COMPANIES

https://www.thehaguesecuritydelta.com/events/event/2063-french-cyber-security-day-2019-06-19
https://www.businessfrance.fr/
http://www.itrust.fr/en/
http://www.provenrun.com/
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https://cyberwatch.fr/
http://www.montimage.com/


The meetings will be held at
The Hague Security Delta 
 
Wilhelmina van Pruisenweg 104,
2595 AN The Hague (Den Haag)

MEET  &  MATCH
 

11:00 PITCH SESSION
 
 

12:00 NETWORK LUNCH
 
 

13:00-18:00 B2B MEETINGS WITH
THE 6 CYBER SECURITY

COMPANIES

Register here

https://www.businessfrance.fr/
https://docs.google.com/forms/d/e/1FAIpQLSfbJxdv177RVe4ub4aRAG-NqJJe7qrLUZS2N0JIgLCzPGd5JA/viewform


Cyberwatch helps companies and public organizations to apply basic cybersecurity rules

and therefore reduce their cyber risk because of two software solutions : A Vulnerability

Management software ; A Compliance Management software. Their solutions adapt to all

environments, configurations and rules and check whether the IT security policy is

respected by all the registered devices. Both of these products work on Windows, Linux

and Mac. They are quickly installed within our customers’ networks using agent or

agentless connections.

 

THOMAS WACOGNE 
BUSINESS DEVELOPER 

 

MAXIME ALAY-EDDINE 
PRÉSIDENT We work with:

Corportations &
Administrations 



Alsid for AD aims to provide security and protection for the most fundamental part of all

organizations, the Active Directory. As a central hub for all user management,

communication, IP repository, and many other corporate-wide functions, Alsid for AD has

been developed as the first proactive security solution for directory infrastructures. With

a unique agentless and non-intrusive functionality, Alsid for AD actively monitors, detects

and remediates attacks before they occur. Based on Alsid’s Indicators of Exposure (IoE),

breaches can be detected as soon as they appear providing consistent security for an

active directory.

They trust us:
 

EMMANUEL GRAS 
CEO

Discover Alsid 

https://alsid.com/
https://www.youtube.com/watch?v=-oorH0WCs1g


Quarkslab is a French computer security company founded in 2011 providing high-end

services, products and trainings. Quarkslab counts in 2019 around 50 research engineers

whose activity guarantees the relevance of its contributions to computer security state-

of-the-art. Quarkslab mission is to protect sensitive data for companies facing highly

sophisticated cyberattacks. Therefore, provide security products and services for large

public and private organizations. Quarkslab provides a full set of security products in the

field of threat detection (IRMA), and code obfuscation (EPONA).

They trust us:
 

ERIC HOUDET 
HEAD OF SALES & BUSINESS

DEVELOPMENT
 

Discover IRMA Discover EPONA

http://www.quarkslab.com/en/
https://vimeo.com/198838159
https://vimeo.com/198838115


Montimage offers solutions for network protection against cyber attacks and the

creation of ultra-secure 4G / 5G instant mobile networks. It also offers Cyber Threat

Intelligence (CTI) services. Montimage proposes to satisfy the main "pain points" of CTI

users by offering: timely real-time CTI (in seconds); ease of use and comprehensive

threat indicators; trust in provided intelligence and accuracy; removing complexity:

automated processing that simplifies use of CTI to protect; modular and scalable: can be

tailored for the needs of different customers; and fast adoption and competitive pricing

models.

 

EDGARDO MONTES DE OCA 
 CEO, R&D They trust us:

 

http://www.montimage.com/


Prove & Run’ s mission is to help its customers resolve the security challenges linked to

the large-scale deployment of connected devices and of the Internet of Things. We

provide cost effective off-the-shelf software solutions that dramatically improve the

level of security of your Connected Endpoint/Gateways so as to protect them against

remote cyber-attacks. Prove & Run’s main competencies are in Security and Architecture,

Operating Systems, Formal Methods and Security Certification. For each of those

competencies, we have industry-recognized experts backed up by years of experience in

the digital security market, in particular in the smart card and the mobile security

industries.

We work with (under non-disclosure agreement):
 

CHRISTOPHE PAGEZY 
CO-CEO AND CO-OWNER

Automotive, Railways, Avionics,
Energy, Telecom, Industrial
equipment manufacturers

 

http://www.provenrun.com/


ITrust is best known for being a cybersecurity service provider (consulting, auditing,

MSSP), as well as an innovative solution provider. ITrust distinguishes itself as the

European leader of two sectors: vulnerability management (with IKare) and detection of

unknown attacks, APTs and malicious behaviors by means of behavioral analysis (with

Reveelium). Their leading solutions are non-intrusive and can be easily integrated within

existing infrastructures, enabling managers and security analysts alike to focus on their

core activity, rather than on setting-up new tools. At the intersection of cybersecurity,

Big Data and artificial intelligence, Reveelium is a unique solution for detecting stealthy

and sophisticated threats.

They trust us :
 

DAVID OFER
VICE PRESIDENT & BOARD

MEMBER 
 

http://www.itrust.fr/en/

